
F I R ST  N AT I O N A L  
BA N K  O F  K A N SA S 

  Online  
    Banking 

Features of Mobile Banking: 

· Text Message Banking 
· Mobile Browser Banking 
· Downloadable App 
 
Additional Services: 

¨ Alert Banking-sends text message alerts  
      regarding your accounts 
¨ Card Valet-an add-on feature that gives you  
      the ability to control your bank debit cards 
¨ Mobile Deposit-an add-on feature for  
      depositing checks anywhere, anytime 
¨ Mobiliti Tablet-offers all the functionality of the 
      downloadable app channel in an optimized 
      format specifically for tablet devices 
¨ Notifi-an add-on feature that lets you receive 
      push notifications on your mobile device  
      pertaining to your bank accounts 
 
Mobile Banking Functions: 

· View Account Balances & Account History 
· Transfer funds between accounts affiliated with                                          
      your online account 
· Submit/Change/Cancel Bill Payment 
· View ATM and branch locations 
·  24-Hour  Access 

Banking Available 
 24 Hours a Day 
 7 Days a Week  

FIRST NATIONAL BANK OF KANSAS 

 

We put banking at your 
fingertips... 

Don’t Forget our Mobiliti  
FNB Kansas App! 

 

www. fnbofks .bank 

P O BOX 228  P O BOX 275 
600 N 4th St  18 Main 

Burlington, KS  66839 Osage City, KS 66523 

Phone: 620-364-8472 Phone: 785-528-3133 

Fax:    620-364-8475 Fax:    785-528-3160                                       

P O BOX 398 

305 Pearson Ave                 

Waverly KS  66871 

Phone:  785-733-2564 

Fax:     785-733-2265 

 
 

NEW 



Fnbofks.com is our complimentary 24 hour 

Online Banking Service.  That means you 

can do your banking from your computer 

or any web enabled device anytime,     

anywhere you choose. 

¨ 24 hour access to checking, savings, 

loans and CDs, including account   

balances, check images and history. 

¨ Quickly move money between your 

accounts 24/7, or set up recurring 

transfers that take place automatically. 

¨ Multiple layers of 

security including 

password protection, 

Internet firewalls, and 

128 bit encryption, 

help keep your      

information safe and 

secure. 

¨ See images of 

your cancelled checks and review 24 

months of account statements. 

¨ Download statements to most       

versions of Quicken, Microsoft Money, 

QuickBooks or Excel.  (Contact FNB 

of KS for instructions) 

 

WHAT IS ONLINE BANKING? 

First National Bank of Kansas            

eStatements are available to all online  

Banking  customers.  Receive an email when 

your statement is ready and then view your  

statement securely through First National 

Bank’s Online Banking site. 

¨ Green.  eStatements are good for the 

environment.  They literally save tons 

of paper.  Choosing eStatements is 

something easy you can do that is Earth

-friendly.   

¨ Fast.  You get your statement sooner, 

because online delivery eliminates   

delays sometimes found with postal mail 

delivery. 

¨ Secure.  Identity Theft experts actually 

recommend electronic statements.  

Why? Because most identity theft    

occurs through the mail or improperly 

discarded paper documents containing 

sensitive information.  eStatements  

simply protect your information better 

than paper statements. 

¨ Simple.  eStatements eliminate the 

clutter of paper statements and allow 

you to store and retrieve past       

statements right on your hard drive. 

To enroll simply log into Online Banking, and 

enroll for eStatements under the options tab. 

ESTATEMENTS CONDUCTING YOUR TRANSACTIONS ONLINE 

In order to help ensure the security of your 

online transactions, we want you to know that: 

¨ We will never email, call or otherwise ask 

you for your user name, password or other 

electronic banking credentials. 

¨ You can help protect yourself by            

implementing alternative risk control      

processes like: 

à Making sure you choose an adequate 

user name and password that, at a 

minimum, mixes in small case letters, 

upper case letters and numbers 

à Periodically changing your password 

(e.g., at least every 90 days) 

à Safeguarding your user name and  

password information 

à Making sure you have a firewall in 

place when conducting your financial 

transactions 

à Logging off the system when you’re 

done conducting business (don’t just 

close the page or “X” out of the   

system) 

à Monitoring your account activity on a 

regular basis 

 


